
Zarządzenie Nr 104/2025 

Starosty Jarocińskiego z dnia 31.12.2025 

 

w sprawie wprowadzenia Systemu Zarządzania Bezpieczeństwem Informacji (SZBI) w Starostwie 

Powiatowym w Jarocinie. 

 

Na podstawie art. 34 ust. 1 i 35 ust. 2 ustawy z dnia 5 czerwca 1998 r. o samorządzie powiatowym 

(Dz. U. z 2025 r. poz. 1684) oraz § 19 ust. 1 rozporządzenia Rady Ministrów z dnia 21 maja 2024 r. 

w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i 

wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów 

teleinformatycznych (Dz. U. z 2024 r. poz. 773) zarządzam, co następuje: 

 

 

§ 1. 

1. Wprowadza się System Zarządzania Bezpieczeństwem Informacji (SZBI) w Urzędzie Starostwa 

Powiatowego w Jarocinie. 

2.     System składa się ze zbioru wzajemnie powiązanych lub współdziałających elementów 

(dokumentów) w celu ustanowienia polityk oraz celów bezpieczeństwa informacji i procesów dla 

osiągnięcia tych celów oraz ich zarządzania. 

3.     Lista wprowadzonych dokumentów SZBI: 

Struktura dokumentacji SZBI: 

01.01.01.SZBI_Polityka Bezpieczeństwa Informacji 

01.01.02.SZBI_Załącznik nr 1 do PBI – Słownik pojęć SZBI 

01.01.03.SZBI_Załącznik nr 2 do PBI – Struktura dokumentacji 

01.02.01.SZBI_Polityka Ochrony Danych Osobowych   

01.03.01.SZBI_Instrukcja zarządzania systemami informatycznymi 

01.03.02.SZBI_Protokoł przekazania służbowego sprzętu komputerowego 

01.03.03.SZBI_Protokoł odbioru służbowego sprzętu komputerowego 

01.04.01.SZBI_Zasady bezpieczeństwa fizycznego 

01.04.02.SZBI_Załącznik nr 1 do Zasad bezpieczeństwa fizycznego – Zasady gospodarki kluczami 

01.05.01.SZBI_Zasady bezpieczeństwa informacji dla dostawców 

01.05.02.SZBI_Załącznik nr 1 do Zasad bezpieczeństwa informacji dla dostawców - Checklista 

spełnienia wymogów bezpieczeństwa informacji 

01.06.01.SZBI_Zasady klasyfikacji i ochrony informacji 

01.07.01.SZBI_Regulamin organizacyjny 

01.08.01.SZBI_Regulamin naboru na wolne stanowiska urzędnicze w tym kierownicze stanowiska 

urzędnicze 

01.08.02.SZBI_Regulamin derekrutacji 

01.09.01.SZBI_Polityka Ciągłości Działania 

01.09.02.SZBI_Załącznik nr 1 do Polityki Ciągłości Działania – Plan Ciągłości Działania 

01.09.03.SZBI_Załącznik nr 2 do Polityki Ciągłości Działania – Procedury awaryjne 

01.09.04.SZBI_Załącznik nr 3 do Polityki Ciągłości Działania – Lista kontaktowa 

01.10.01.SZBI_Procedura Utrzymania SZBI 

01.10.02.SZBI_Załącznik nr 1 do Procedury Utrzymania SZBI – Wzór sprawozdania z przeglądu 

zarządzania SZBI 

01.10.03.SZBI_Załącznik nr 2 do Procedury Utrzymania SZBI – Wzór rejestru działań 

doskonalących 

01.11.01.SZBI_Procedura Zarządzania Incydentem Bezpieczeństwa Informacji 

01.11.02.SZBI_Załącznik nr 1 do Procedury Zarządzania Incydentami Bezpieczeństwa Informacji - 

Rejestr Incydentów 

01.12.01.SZBI_Procedura Zarządzania Ryzykiem bezpieczeństwa informacji 



01.13.01.SZBI_Procedura zarządzania uprawnieniami w systemach teleinformatycznych 

01.14.01.SZBI_Deklaracja Stosowania 

 

§ 2. 

Wykonanie zarządzenia powierza się kierownikom wydziałów oraz samodzielnym stanowiskom 

działającym poza strukturą wydziałów . 

 

§ 3. 

Zobowiązuje się wszystkich pracowników Starostwa do zapoznania się z dokumentacją Systemu 

Zarządzania Bezpieczeństwem Informacji (SZBI). 

 

§ 4. 

Nadzór nad realizacją zarządzenia powierza się Sekretarzowi Powiatu. 

 

§ 5. 

Wprowadzone dokumenty Systemu Zarządzania Bezpieczeństwem Informacji (SZBI), o których 

mowa w § 1 pkt. 3 nie podlegają publikacji w Biuletynie Informacji Publicznej Urzędu. Dokumenty 

te stanowią wewnętrzną regulację i nie podlegają udostępnieniu poza sytuacjami wynikającymi z 

odrębnych przepisów. 

 

§ 6. 

Zarządzenie wchodzi w życie z dniem 01.02.2026. 

 

 

 
Przewodniczący Zarządu 

Mariusz Stolecki 


